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DOMEZEE / Theme of Research

Flow of image contents increases significantly due to the recent development of internet and computer networks. Accordingly, copyright
protection of image contents has come to the surface as an impending challenge. In a bit to negotiate with this problem, image
watermarking can be used as an indispensable tool. Since image contents often suffer from various transmission channel attacks,
therefore, the method should be immune to such maladies. This research aims to suggest a blind image watermarking method based on
Binomial transform (BT) and Cholesky decomposition (CD) for the copyright protection of image contents. To the best of our knowledge,
this is the first image watermarking method that utilizes BT, CD, and quantization jointly.

@WZE#E / Outline of Research

Initially, the watermark bits are generated from binary watermark image. The color image is then divided into R, G, and B channels. The B
channel is selected and divided into mxm non-overlapping blocks. BT is applied to each block of B channel to obtain BT coefficients. CD
is applied on each of these blocks to get the lower triangular matrix and its transpose for each block. The watermark bits are embedded
into the largest coefficient of each lower triangular matrix of each block using a new embedding equation. After inserting each modified
coefficient, inverse CD and inverse BT are applied to each modified block. Finally, R, G, and modified B channels are combined to obtain
the watermarked image. Watermark image can be extracted without the original image.

OMEKE / Results of Research

To assess the robustness, various image processing attacks were applied to the watermarked images. To assess the imperceptibility,
structural similarity index measure (SSIM) and peak signal-to-noise ratio (PSNR) of the watermarked images were calculated. Simulation
results suggested that proposed method outperforms state-of-the-art methods in terms of robustness and imperceptibility. The NC of the
proposed method ranges from 0.90 to 1, in contrast to state-of-the-art methods whose NC ranges from only 0.82 to 1. The PSNR and
SSIM of the proposed method range from 58.1 dB to 58.7 dB and 0.999 to 1, respectively, in contrast to state-of-the-art methods whose
PSNR and SSIM range from only 37.6 dB to 55.2 dB and 0.911 to 0.996, respectively.

@45#%DEtE / Further Research Plan

There are several research directions for future work on the method suggested in this research. To further enhance the security, chaotic
encryption will be incorporated into the proposed method. In addition, computational complexity of the proposed method will be carried out.
Moreover, the proposed method will be extended for video watermarking as well. Furthermore, watermark embedding process will be
modified in such a way that it can be extended for image quality assessment.
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OmiEiEEME / Results of Research

THEHEBREDLAX—NBERTHROBBT—2AEFEN LEMEZRET CLICE Tz, RIADI=HIZTT I aL—2a VEEEFTo

f=h, CZIC. EXZDAHFTIEBEBUICITFAIN TG > -EBRAETMAEZEZFAT S5 &I LTz, PSNRTIE, KD ETImHK

fiiH37.6dBHM H55.2dBIRETH A Z LIZxt L., IBEART58.1dBH 558.7dBIRE BB T 5 EMNTET-, SSIMTIX, HEDLIHFRMA
0.911M 50996 BEETHA DI L., IREETIH0.99IMSIIBELZE BT HENTE,

@OBRFEXREEDFHRR / Activities of International Student Exchange Program
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